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Cyber-attacks on Critical Infrastructures
Cyber-threats & actors to CI

- Cyber-threat
  - Unauthorised access
  - Loss of security
  - Loss of safety

- Threat actors
  - Script kiddies, hackers ...
  - Major firms / organisations ...
  - Cyber warfare
Likelihood vs. consequence*

Attack vectors
Resilience Strategy
Resilience and ways of achieving it...

• ‘... the ability of a network/system to defend against and maintain an acceptable level of service in the presence of challenges.’ *

• D²R²+DR
  – Real-time control (internal) loop
  – Background (external) loop

Common network architecture

- Internet
  - Data centre / Cloud
  - Applications, analytics, etc.
  - Users
  - Enterprise network
    - Remote access
  - Industrial network
    - Controller
      - Sensors fieldbus
        - Pump
        - Valve
        - Indicator
      - System fieldbus
        - PLC
        - HMI
        - Controller
  - Historian, SCADA server, etc.
Viewpoints for critical infrastructures

- Organisation
- Technology
- Individual
Resilience in Access Control Policies
Resilience in access control is the ability of a system not to restrict, but to enable access
Resilience policies – tool chain

Access control policy tool (ACPT)

Model in NuSMV +

Resilience specifications

NuSMV model checker

Detected resilience violations
Resilience Architecture for CI
Anomaly detection framework
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Resilience architecture
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WP3 – Deliverable 3.4
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Results and Discussion
Evaluation of SCADA attacks


• Gas pipeline log, captured in a laboratory environment, including:
  – Normal operation
  – Cyber-attacks
    • Reconnaissance
    • Denial-of-Service
    • Command injection
Comparison of techniques

- K-Means
- Naive bayesian
- Principal Component Analysis
- Gaussian Mixture Model
- Data density

Precision and Accuracy
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Questions?
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